
Executive Level

Job Detail

Position Title SAP GRC Consultant Tokyo Job

Recruiter Company Fidel Consulting KK

Company Name Company name is private

Activated / Updated 2024-03-21 / 2024-04-09

Job Type
IT (PC, Web, Unix) - Business Application SE
IT (PC, Web, Unix) - Database SE
Customer Service - Customer Support

Industry

Location
Asia Japan Tokyo

Job Description

15+ years of experience in IT and SAP GRC Access Control. 
Strong expérience in User management (création, modification, suppression) and
authorization profiles 
Experience in SAP Security administration 
Experience in SAP identity and access management, 
Experience in Role redesign, Role Authorization, Security configuration,
Performing Risk and Control self-assessments. 
Excellent communication skills, knowledge of IT controls, business processes
within a manufacturing environment. 
Understanding of information security baselining and risk frameworks/standards 
Experience in Agile methodology 
Experience in role design 
Experience in maintaining GRC risk library, roles, and authorizations in S4HANA,
user administration. 
Preferred – SAP Analytics Cloud - Access Management, understanding on FIORI
apps  
Experience in handling high-priority requests 
Clear understanding of business roles and processes. 
Good analytical skill 
Firefighter configuration and maintenance 
GRC request administration 
Cross-System risk analysis configuration 
Support team members on technical issues 

Must Have Skills : SAP GRC Access Control

Company Info

This company is a leading foreign-affiliated solutions and services provider in the
information, communications, and technology (ICT) industry. With over 130,000
employees in 90 countries, they provide innovative IT solutions to nearly 1000
global customers, including Fortune 500 companies. 

Measures against passive smoking】 

No smoking indoors allowed

Qualifications

15+ years of experience in IT and SAP GRC Access Control. 
Strong expérience in User management (création, modification, suppression) and
authorization profiles 
Experience in SAP Security administration 
Experience in SAP identity and access management, 
Experience in Role redesign, Role Authorization, Security configuration,
Performing Risk and Control self-assessments. 
Excellent communication skills, knowledge of IT controls, business processes
within a manufacturing environment. 
Understanding of information security baselining and risk frameworks/standards 
Experience in Agile methodology 
Experience in role design 
Experience in maintaining GRC risk library, roles, and authorizations in S4HANA,
user administration. 
Preferred – SAP Analytics Cloud - Access Management, understanding on FIORI
apps  
Experience in handling high-priority requests 
Clear understanding of business roles and processes. 



Good analytical skill 
Firefighter configuration and maintenance 
GRC request administration 
Cross-System risk analysis configuration 
Support team members on technical issues 

Must Have Skills : SAP GRC Access Control

English Level Business Conversation Level (TOEIC 735-860)

Japanese Level Business Level(JLPT Level 2 or N2)

Salary JPY - Japanese Yen JPY 25000K
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